
E-safety Awareness 
for Parents and Carers 





Why are we here?

•This picture shows the speed at which the 
internet is changing the world.
•The sites we saw are becoming overwhelmingly 
popular for both adults and children.
•The online world is increasingly integrated into 
our daily lives.
•As little as 10 years ago the internet was not 
integrated in this way and there would have 
been no need for a session such as this.



So What Children Do Online
 Visit virtual worlds
 Play multiuser games
 Text or instant message 

one another
 Post profiles and interact 

with others on social 
networking sites

 View and post videos
 Download music, movies, 

and more
 Create and upload art
 Do research



Statistic:

“70% of parents of children aged 
12 –15 feel that their children 
know more about the internet 
than they do” 



Social Networking 

1. Social networking has exploded into 
our lives, with many of us feeling 
pressure to join in or miss out.

2. Examples of social networking include: 
Facebook, Twitter, Youtube, KiK, 
ooVoo, and Wayn.

3. These sites allow us to reconnect with 
long lost friends and communicate in 
ways we never dreamed possible.



Facebook

Who here has a Facebook profile?

Have any of you been pestered by your child to let them 
have a FB or social networking account?

Can anyone tell me how old you have to be to sign up for a 
FB account?

13 years old.

Are any of you friends with any of your children on 
Facebook?







Age Ratings and Legal 
Implications

PEGI (Pan European Game Information) 
carry's out the majority of age rating of 
computer games.

The PEGI age ratings will enable parents and 
carers to make an informed choice when 
buying a game for their children.



Let’s Fight It Together film

View the film from 
www.digizen.org/cyberbullying/film.aspx



Grooming

 You do not know who you are talking to

 Images and information once on the internet can be hard to remove

‘18% of pupils were unaware how to block unwanted contact on the internet’ 



What are we doing in school to 
keep your child safe

1.  Updated and reviewed Online-safety policy.
2. Regular staff Online-safety training.
3. Regular Online-safety training for children-

appropriate. behaviour and critical thinking to stay safe 
and legal.

4. Consequences of breaking Online -safety rules-
parents informed- Embedded e- safety messages 
across whole curriculum.

5. Internet activity is monitored, filtered

WHAT ARE YOU DOING AT HOME?



School                             Outside of 
school

Supervised
Monitored
Filtered
Curriculum

?



Parental Controls
Internet Providers

• The 5 big internet providers in the UK – BT, Sky, TalkTalk, 
Plusnet and Virgin Media - provide their customers with free 
parental controls.

• These providers offer filter levels e.g. BT provides ‘light’, 
‘moderate’ or ‘strict’ filter levels.

• Parents can :

- customise their parental controls.

- allow and block specific sites.

- set filter times.

- set limits for time online.



What can I do to help?
 Talk to your child about how they use 

technology. 
 Do not be intimidated by technology 

you do not understand
 Follow the click clever click safe code



Security Tips Social Media
1. Security settings need to be set to “Friends only”, that includes -comments, 

posts and photos

2. These "Friends” need to be people they know and trust in the real world

3. Content -Only post content and photos they wouldn't mind showing you!

4. Try your very best to be “Friends” with your child on Facebook







www.ceop.police.uk
www.facebook.com/c

eop

http://www.ceop.police.uk/
http://www.facebook.com/ceop


www.thinkuknow.co.uk/parents

http://www.thinkuknow.co.uk/parents


www.google.com/familysafety/tools

www.google.co
m

http://www.google.com/familysafety/tools
http://www.google.com/


https://www.youtube.com/watch?v=gGE_1hVa-QoFace book video 

https://www.youtube.com/watch?v=gGE_1hVa-Qo


Useful Websites
•

Internet Safety:

www.thinkuknow.co.uk/parents

http://www.direct.gov.uk/en/Parents/Yourchildshealthandsafety/Internetsafety/i
ndex.htm

http://www.iwf.org.uk/

Facebook

http://www.facebook.com/safety/

http://www.thinkuknow.co.uk/parents
http://www.direct.gov.uk/en/Parents/Yourchildshealthandsafety/Internetsafety/index.htm
http://www.iwf.org.uk/
http://www.facebook.com/safety/


Parental Control Software:

http://www.which.co.uk/baby-and-child/child-safety-at-home/guides/parental-
control-software/

Useful safe websites for links across the curriculum, including games and general 
resources:

http://www.bbc.co.uk/schools/parents/
http://www.topmarks.co.uk/
http://www.woodlands-junior.kent.sch.uk/Games/
http://www.bgfl.org/bgfl/15.cfm?s=15&p=251,index
http://www.bbc.co.uk/schools/
http://durham.schooljotter.com/coxhoe/Curriculum+Links

http://www.which.co.uk/baby-and-child/child-safety-at-home/guides/parental-control-software/
http://www.bbc.co.uk/schools/parents/
http://www.topmarks.co.uk/
http://www.woodlands-junior.kent.sch.uk/Games/
http://www.bgfl.org/bgfl/15.cfm?s=15&p=251,index
http://www.bbc.co.uk/schools/parents/
http://durham.schooljotter.com/coxhoe/Curriculum+Links


Character interviews

www.digizen.org/cyberbullying/film.aspx
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